**Riesgos de transferencias internacionales**

* Acceso secreto a los datos personales por parte de autoridades de terceros países.
* Carencia de mecanismos de control de cumplimiento de las garantías establecidas para la transferencia.
* Impedimentos por parte del importador para el ejercicio de los procedimientos de supervisión y control pactados.
* Incapacidad de ayudar a los ciudadanos en el ejercicio de sus derechos ante el importador.
* No obtención de las autorizaciones legales necesarias.

**Aceptación Transferencias Internacionales de Datos**

**“Tras haber sido informado de los posibles riesgos para él de la transferencia propuesta debido a la ausencia de una decisión de adecuación de y de garantías adecuadas” (art. 49.1.a del Reglamento General de Protección de Datos).**

D./Dña. Nombre completo

DNI/NIF DNI

E-mail correo electrónico

**DA EXPLÍCITAMENTE EL CONSENTIMIENTO a la transferencia de datos a la entidad colaboradora** entidad**, con domicilio en** domicilio **y número de identificación fiscal** NIF**, entidad que tiene firmado convenio de colaboración con la Universidad de Granada para la realización de prácticas transnacionales.**

**En Granada, a** fecha

|  |  |
| --- | --- |
| **Información básica sobre protección de sus datos personales aportados** | |
| **Responsable:** | UNIVERSIDAD DE GRANADA |
| **Legitimación:** | El tratamiento es necesario para el cumplimiento de una misión realizada en interés público o en el ejercicio de poderes públicos conferidos al responsable del tratamiento (art.6.1.e del Reglamento General de Protección de Datos), o uno fines específicos de gestión para la realización de las prácticas académicas (art. 6.1.a del Reglamento General de Protección de Datos). |
| **Finalidad:** | Tramitación del pago de las prácticas. |
| **Destinatarios:** | Empresas para la realización de las prácticas |
| **Derechos:** | Tiene derecho a solicitar el acceso, oposición, rectificación, supresión o limitación del tratamiento de sus datos, tal y como se explica en la información adicional. |
| **Información adicional:** | Puede consultar la información adicional y detallada sobre protección de datos en el siguiente enlace: https://cpep.ugr.es/pages/proteccion-de-datos/protecciondedatos |

Destinatario declarado de nivel adecuado por la Comisión Europea

LOS DESTINATARIOS DE LOS DATOS SE ENCUENTREN EN UN PAÍS, UN TERRITORIO O UNO O VARIOS SECTORES ESPECÍFICOS DE ESE PAÍS U ORGANIZACIÓN INTERNACIONAL QUE HAYA SIDO DECLARADO DE NIVEL DE PROTECCIÓN ADECUADO POR LA COMISIÓN EUROPEA. HASTA LA FECHA LOS PAÍSES Y TERRITORIOS ESTÁN DECLARADOS COMO ADECUADOS:

* *Suiza. Decisión 2000/518/CE de la Comisión, de 26 de julio de 2000*
* *Canadá. Decisión 2002/2/CE de la Comisión, de 20 de diciembre de 2001, respecto de las entidades sujetas al ámbito de aplicación de la ley canadiense de protección de datos*
* *Argentina. Decisión 2003/490/CE de la Comisión, de 3 de junio de 2003*
* *Guernsey. Decisión 2003/821/CE de la Comisión, de 21 de noviembre de 2003*
* *Isla de Man. Decisión 2004/411/CE de la Comisión, de 28 de abril de 2004*
* *Jersey. Decisión 2008/393/CE de la Comisión, de 8 de mayo 2008*
* *Islas Feroe. Decisión 2010/146/UE de la Comisión, de 5 de marzo de 2010*
* *Andorra. Decisión 2010/625/UE de la Comisión, de 19 de octubre de 2010*
* *Israel. Decisión 2011/61/UE de la Comisión, de 31 de enero de 2011*
* *Uruguay. Decisión 2012/484/UE, de la Comisión de 21 de agosto de 2012.*
* *Nueva Zelanda. Decisión 2013/65/UE de la Comisión, de 19 de diciembre de 2012*
* *Estados Unidos. Aplicable a las entidades certificadas en el marco del Escudo de Privacidad UE-EE.UU. Decisión (UE) 2016/1250 de la Comisión, de 12 de julio de 2016.*